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Information Security Policy 

 
 
Sarah is committed to maintaining robust, reliable, and secure information and 
information processing facilities to deliver construction services to customers. 
 
Our core security policy is to ensure the confidentiality, integrity and availability of the 
applications and services we provide, information entrusted to us by our customers and 
business partners, as well as our own information. 
 
To do this, we have deployed an information security management system (‘ISMS’) 
compliant with the ISO/IEC 27001 information security standard to meet this policy and 
demonstrate our commitment to the security and privacy of the information and services 
entrusted to Sarah.  
 
This policy applies to all team members, visitors, and contractors of Sarah, together with 
any third parties providing services to Sarah. 
 
To realise this principle, we will: 
 
✓ Fulfil all requirements relating to information security, including compliance and 

maintenance with relevant Commonwealth and State legislation and ISO 27001. 

✓ Maintain a set of information security objectives which are set annually, monitored, 
and reviewed. 

✓ Review, update and refine our Information Security Management System, to ensure 
continuous improvement. 

✓ Communicate our Information Security Policy to all company personnel and relevant 
stakeholders. 

✓ Review our Information Security Policy for continuing suitability. 


